
Certified Healthcare Information Systems Security Practitioner

Modality: On Demand

Duration: 8 Hours

About this course:

The Certified Healthcare Information Systems Security Practitioner certification course covers the
skills and knowledge needed to implement the best IT Healthcare Practices, as well as regulatory
compliance and standards in the healthcare industry. The Certified Healthcare Information Systems
Security Practitioner was developed because of growing industry regulations and privacy
requirements in the healthcare industry. CHISSPs are vital in managing and protecting healthcare
data and are tasked with protecting patient information by implementing, managing, and assessing
proper IT controls for patient health information integrity.

After completing the Certified Healthcare Information Systems Security Practitioner certification,
students will be versed with best practices in the healthcare industry and will be able to establish a
framework with current best practices in respects to privacy, regulation, and risk management. This
course can be helpful for information system security officers, privacy officers, health IS managers,
risk managers, information security managers, and compliance & privacy officers.

The average salary for an Information Security Manager is $117,285 per year.

Course Objective:

Intro to Healthcare Industry
Frameworks and Regulatory Environment
Healthcare Privacy & Security Policies
Information Governance & Risk Assessment
Information Risk Assessment
Third-Party Risk Management

Audience:

Information System Security Officers
Privacy Officers
Health IS Managers
Risk Managers
Information Security Managers
Compliance & Privacy Officers

Prerequisite:

A minimum of 1 year of Healthcare Information Systems
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Suggested prerequisite courses:

Certified Healthcare IS Security Practitioner Certification Course (C)HISSP)

Course Outline:

Chapter 01 - The Healthcare Industry
Chapter 02 -The Healthcare Regulatory Environment
Chapter 03 - Privacy and Security in Healthcare
Chapter 04 - Information Governance and Risk Management
Chapter 05 - Information Risk Assessment
Chapter 06 - Third-Party Risk Management
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